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the most emerging technologies combining together
d communication into minie devices proceeding towards whole ey
ting applications like that in health sector include collection qof

data by sensors and then sending it wirelessly to cloud. WSN acts as a mﬂﬂ'iﬂ[’ﬂ; bt’t;‘-'f;ﬁ;“ the real Ph.l’ﬂ-:?ui
world and the virtual world. In this paper, we report some of the mrm”.r TRy M
<cues with wireless sensor network. Leap protocol offers many security benefits to WSNs. LEAP only
employs one base station and always assumes that it {s trustworthy. In this paper, intensive research was
undertaken on LEAP protocols, finding out its security drawbacks and limitations A solution has been
proposed in order to overcome the security issues faced in implementing this protocol whilst employing
more than one base station. The performance of the proposed solution has been evaluated and simulated to

provide a better network perfarmance.
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Abstract
Wireless Sensor Network s

sensing, computational capability an
world of simplicity. Many of cloud compu

tands as one of

Introduction
A wireless sensor network (WSN) is a collection of spatially distributed autonomous

fﬁ::;fe : ::Ein:r:est ta;tmmpheric and physical such as temperature, pressure, etc. and
WSN in its simpl]::st ﬁ:ur:n :an iﬂldergd s network to a main centralized point [1]. A
sense the environment efined as a collection of sensing devices (nodes) that can
- Process data and ':‘-:’mﬂ‘-mni':ate the information gathered from the

':;"“ (sink) that can use it locally, or it is connected
! ; :55 sensor netwm:k is composed of large number
SENSOrs to monitor physical or environmental

some processj ode whi e
ing on that information and PI'U]J:;atg: thﬂ:;g information from fields performs
S this information with other connected

nodes in the network.
Gateways
IS g .
re the medjatqps that interface Motes with computers:

be ¥S via S0 -
accessed by tha user o COmmunication media like Internet o

n. Locati via icati
cation of sing i “ommunication Jink such as internet o
Y hear the sensor field or well-equip
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