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1. Introduction

User authentication is the process of verifying claimed identity.

Conventionally, user authentication is grouped into three classes:
« Knowledge - based,
« Object (or Token) - based,
¢ Biometric - based.

The knowledge-based authentication is based on something one knows
and is characterized by secrecy. The examples of knowledge-based
are commonly known passwords and PIN codes. The object-based
authentication relies on something one has and is characterized by possession.
Traditional keys to the doors can be assigned to the object-based category.

However, usually the token-based approach is combined with the knowledge-
based approach. An example of this combination is a bank-card with PIN code.
thing one is. In knowledge-based and

Biometric authentication is based on some

object-based approaches, passwords and tokens can be forgotten, lost or stolen.
There are also usability limitations associated with them. Blomemc-baseg
person recognition lacks above mentioned difficulties of 'knowledge-baSedtsar; :
object based approaches. However, on€ of the m'.o§t ‘mPOTEH; u;sf::than
biometrics is that they establish more direct and explicit hﬂi“;hysiologiwl o

passwo e biometrics us€ meas )
rds or tokens do, SInC various types of human traits that

behavi ing. There are :
avioral features of human being rint, face, ifis, hand geomety, gait and sO

can be used as biometric, €.g- INBETP it.
’ i ] . tem based on g&!
on. In this paper, we present a biometric recognition SYS

authenticators
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